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Kids, Computers & Social Media
Everyone knows that children generally take to computers more quickly and easily than their elders. Today’s children grow up with access to computers - and not just standalone computers but computers that are networked to the rest of the world through the Internet. Many of them love to explore and experiment, as children have always done; that’s an important element in learning. Unfortunately, that exploration and experimentation can lead them to virtual “places” that are legally off limits, and turn them into criminals (or juvenile delinquents) even without their awareness that they’re doing anything wrong.

Common human childhood behaviour that has been a characteristic of school playgrounds for hundreds of years - teasing other kids about their looks, their names, for being too smart or too dumb or too tall or too short or wearing glasses or an infinite number of differences - can turn into something far more ominous-sounding (cyberbullying) when taken online. And it can get some children in trouble not just with parents and teachers, but with the legal authorities, as well. Sexting is a major issue and the sending and receiving of ‘sexually explicit’ images has become the ‘norm’. Student must now understand how Risk turns to Danger and how Danger escalates to Harm. 
At this point, many kids have Facebook accounts and are actively networking with others using various forms of technology. At this stage, it's imperative for them to know that there are consequences for their actions, as once the "send","share", and/or "save" buttons are clicked, their information is out there - and stays there - forever.

The following is an example of what is covered during this session:
· What is personal information?

· How does it spread on the Internet?

· Who can see your personal information?

· How to protect yourself online

· Interactive gaming

· Text messaging: rules, tracking and potential misuse consequences

· Case examples of cyberbullying and real life implications

· What are: 

· The dangers of IM?

· Privacy settings?

· The rules of Facebook ?

· Social networking bad guys! Real life Facebook you DON'T want to run into and how to protect yourself

· Your rights (and lack thereof): Who is allowed to see what? What happens to your information when 
             you post it online?
· Sexting/Inappropriate Images: What is it and who can get in trouble? What is a Sexy Selfie?
· Q&A where Jon invites questions from students

Specific Areas covered in training:
1. Inform pupils of the benefits and dangers of social media. 

2. Discuss in detail how the evolution from web 1.0 to web 3.0, resulting in a far more  interactive internet existence, has called for a far better understanding of internet usage and dangers, highlighting;

Web cam chat     (inc Chat Roulette / Stickam)

Video Posting      (inc You Tube/Social Networking/Social Media)

Blogging Posting (inc Twitter , Blog)

Cyberbullying/Trolling/Sexting/Sextortion
Online Identity & Reputation
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